
2.22.0.2 Release
4/16/25  700 PM 1900 CDT

2.22.0.2 is rather comparable to a content patch and a bug patch as the updates contains floating 
labels for the Contact Form, fixes color modes for card pages, and numerous dependency updates.

View the changelog details on the next couple of slides.  →

2.22.0.2 - The Patch Update
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Changed
Revamped the Contact Form with Floating Labels. (#475)
Updated Bootstrap from v5.3.3 to v5.3.5. (#484 & #489)
Updated Astro from v5.5.4 to v5.7.2. (#474, #482, #483, #487, #495, #498 & #499)
Updated @astrojs/react from v4.2.1 to v4.2.4. (#474, #482 & #495)
Updated React from v19.0.0 to v19.1.0. (#477)
Updated Vite from v6.2.1 to v6.2.6. (#471, #481, #488 & #492)

Removed
Removed Mend. (#496)
Removed Git LFS (additionally fixed other issues with such). (ba63f55)

Bug Fixes
Fixed dark mode/light mode inconsistencies with Card pages. (#476)
Fixed inconsistencies with FentaMini. (003b2f2) 2/3
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Security Vulnerabilities Patched
Vite v6.2.1: Vite bypasses server.fs.deny when using ?raw?? (CVE-2025-30208) (Patched in #471)                
Vite v6.2.3: Vite has a `server.fs.deny` bypassed for `inline` and `raw` with `?import` query. 
(CVE-2025-31125) (Patched in #481)
Vite v6.2.4: Vite allows server.fs.deny to be bypassed with .svg or relative paths 
(CVE-2025-31486) (Patched in #488)
Vite v6.2.5: Vite has an `server.fs.deny` bypass with an invalid `request-target` 
(CVE-2025-32395) (Patched in #492)
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